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Cyber Security Month 23

Cyber Security Month 23 is nearly upon us. Have you decided what your priority messages,
topics or risk areas are this year?

What we know at TSC is that everyone’s needs and requirements are different, so we have
pulled together a menu of 48 different resources that will support you, whatever your agenda,
during Cyber Security Month 23.

All our products are created by communication and subject matter experts, using a variety of
media to cater to all learning styles and bring the topic to life.

Protecting my identity Safe use of social media

Phishing Supply chain

Passwords and MFA Looking ahead - including loT,
Al, Virtual reality, ChatGPT and

Protecting information
Metaverse

Ransomware
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Option 1 2 primary products @ of your choice 1 secondary product € of your choice

Option 2 3 primary products @) of your choice 2 secondary products @ of your choice

Option 3 3 secondary products € of your choice 3 secondary products € of your choice
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Deliverables vary in duration and levels of customisation. o
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A 10-minute course € Anengaging 2-minute A fun, 10-minute
utilising interactive < Gnimated video explaining interactive game that
learning techniques to the dangers of artificial enables players to get
educate learners on intelligence and deepfakes hands-on to learn about
what their digital identity and how to protect the hazards of virtual
is and how to protect against them. reality and the potential
their digital footprint, pitfalls of interacting
accounts and devices with strangers in the

from identity thieves. @ @ metaverse. @
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A 30-second animated A one-page
overview of the top ways leaflet using easily
learners can keep their understandable
digital identity secure. language and simple

graphical elements

to provide learners
with practical tips for
keeping their personal

@ information safe. @
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A highly interactive E An engaging 2-minute A quick and easy to play
10-minute course focusing animated video explaining game that enables players
on all aspects of phishing, phishing, the risks and to spot the differences
including the different how to spot a phishing between pairs of emails
types of phishing and the message. and in doing so identify
different delivery methods. the phishing email and

report it.
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Dangerous Differences

A fun and compelling
game that enables

players to spot the small
differences in, for example,
fake website addresses.
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Topic areas
Phishing

Account

hijacking

A 30-second animated
overview on how phishing
can lead to account
hijacking.

A one-page static
infographic providing
practical tips on how
to spot phishing and
fake news.
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Passwords and MFA

How do | manage
my passwords

Game

An interactive eLearning
module enabling

colleagues to understand
the importance of long and
strong passwords, how

to create, remember and
manage them. Concluding
with how to protect
passwords at all times. @
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Deliverables vary in duration and levels of customisation.

Password
challenge game

A 10-minute interactive
game that enables
players to practice
creating long and strong
passwords with tips and
a challenge on how to
remember them.

Authentication
hack

L=

but loser for
passwords

A 30-second animated
Gif demonstrating how
to prevent passwords
being compromised.

Game

None shall
pass(word)

A fun, stylised game
taking the players
through the challenge
of identifying all

the strategies
cybercriminals use to
crack or compromise
passwords.
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Protecting information

Protecting
information

A 10-minute course, with
a variety of interactive
elements enabling the
learner to understand
the importance of
protecting data and the
consequences of a data
breach.

Protecting
data

Data is the
lifeblood of
our company

A 30-second animated
video on protecting data
during its lifecycle.
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Animated infographic

Infographic

Deliverables vary in duration and levels of customisation.

Data

protection

Securit‘}?
know the
Essentials

DATA PROTECTION

An engaging 2-minute
animated video explaining
the data lifecycle and
protecting data at all
stages of the lifecycle.
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A one-page

infographic using

easily understandable
language and simple
graphical elements to
provide learners with
practical tips for keeping

information safe.

Safety net

Game

SAFETY NET
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This game provides a
race against time to
deploy a protective ‘cyber
mesh’ to stop classified
data leaking out.
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Ransomware
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‘E  Anengaging 2-minute A fun, 10-minute game, A two-page infographic

< animated video against the clock where using graphical
covering the evolution players need to answer elements covering the
of ransomware and five questions correctly risks of ransomware
how to prevent a to prove you are worthy and practical tips on
ransomware attack. of joining the Resistance. how to minimise the risk

Only then can you play the of an attack.

game and help stop the

@ Ransom Raccoons. @ @
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Safe use of social media

My digital
footprint

A 15-minute interactive
course where learners
will explore what a digital
footprint is and how to
protect their privacy
while online.

Animated infographic

Cybermaze

Leaflet

A fun, 10-minute individual
or team game in five zones
with a unique challenge in
each zone.
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Deliverables vary in duration and levels of customisation.

Safe use of
social media

Game

An engaging 2-minute
animated video exploring
different types of social
media, the risks and how
to stay safe.

A two-page leaflet
explaining practical tips
on to stay safe when
using social media.

Social media
harvesting

A fun, 5-minute interactive
game that enables players
to learn about the hazards
of disclosing personal
information on social
media platforms and

how this can be used by
cybercriminals.
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Topic areas

Supply Chain

Third party risk
management

A 10 minute interactive
eLearning module which
enables learners to
identify security risk in
the supply chain and
work securely with third

parties.
®
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Animated infographic

Article

Deliverables vary in duration and levels of customisation.

Third party

risk management

Security:
know the
Essentials

THIRD-PARTY
RISK MANAGEMENT

This 2-minute animated
video explains the
importance of data handling
and protection when
working with third-party
suppliers. The customisable
version includes practical
steps for working securely

with suppliers. @

Third party risk
management

A 500 word article
introducing readers to the
current threat landscape
in relation to the supply
chain and outlining
practical steps to
minimise the risks.
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Top Tips

10 steps
to supplier
confidence

This one page checklist
provides valuable
guidance on the
essential information to
gather when engaging
with a new third-party
supplier.

©



Animated infographic

eLearning course
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Looking ahead

ENErYS e
kRl

| TR

An engaging 1-minute
animated video
explaining what the
Internet-of-Things is.

ChatGPT

By the end of this 5-minute
interactive eLearning
module learners will be
able to explain what
ChatGPT is, understand
some risks associated

with ChatGPT and know
how to keep secure

now and in the future.
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eLearning course

eLearning course

Deliverables vary in duration and levels of customisation.

Al and
deepfakes

A 10-minute interactive
eLearning module covering
what ‘Al’ (Artificial
Intelligence) is, how it
might be used maliciously
and how you can stay
secure when using it.

A highly engaging
10-minute eLearning course
that will enable learners to
explain what the metaverse
is, understand the difference
between augmented reality
(AR) and virtual reality

(VR) and know how to stay
secure when in a virtual
reality environment. @

Game

Infographic

Virtual reality

The aim of the game is for
the player to recognise the
dangers of interacting with
strangers in Virtual Reality.

The player must first
create a safe avatar and
then divulge nothing to
the stranger they meet,
who could well be a
social engineer.
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Metaverse

What on earth is
the metaverse?
This infographic
explains all.



Individual product prices
start from £350.

Want the whole campaign?
We also have multi-buy

discounts available.

Contact:

Help your employees protect themselves
and your organisation — contact TSC
today to learn more about our cyber
security month campaign.

4 enquiries@thesecuritycompany.com

&) thesecuritycompany.com





