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What reports can you produce?
Insight Reports offer customisable, high-level reports on phishing simulations and training campaigns, 
giving you comprehensive insights into your organisation’s human risk management activities.

Executive Reports provide high-level summaries with critical insights and actionable data, tailored for 
executives needing a comprehensive security overview without technical details.

Scheduled Reports automates the delivery of executive reports, ensuring up-to-date insights on human 
risk management are regularly sent to specified inboxes—keeping executives informed without manual 
effort.



Insight Reports
Insight Reports allows you to create a variety of high-level, customisable 
reports for phishing simulations and training campaigns, offering 
comprehensive insights into your organisation's human risk management 
activities.

Report types:

• Industry Benchmark Report: Compare phishing risk scores across industries 
and assess your organisation’s security against sector-specific vulnerabilities.

• Email Phishing Executive Summary: Overview of employee phishing 
simulation performance and key results including phishing campaign stats, 
riskiest users, and department performance.

• SMS Phishing Executive Summary: Summarised SMS phishing simulation 
data and employee awareness.

• Voice Phishing Executive Summary: Summary of vishing (voice phishing) 
simulation and employee performance.



• Email Delivery Report: Monitor and resolve email delivery issues for your 
organisation.

• Phishing Activity Stats for Users: Individual employee performance in 
phishing simulations.

• Phishing Simulation Activities: Top risky users and leaderboard of phishing 
simulation activities.

• Awareness Educator Executive Summary: Security awareness training 
campaign stats for your organisation.

• Social Engineering All Simulations Executive Summary: View simulation 
statistics (Phishing, Vishing, Smishing, etc.) for all companies under your 
management in one report.

• Executive Summary of Social Engineering Campaigns: High-level overview 
of employee behaviour during social engineering simulations (Phishing, 
Smishing, Vishing).

Insight Reports



Executive Reports
Executive Reports offer high-level insights and actionable data tailored for 
executives who need a clear view of their organisation's security posture 
without getting bogged down in technical details.

Key benefits:

• Phishing Risk Analysis: Assess your phishing risk, track performance trends, 
and pinpoint critical risks compared to industry benchmarks.

• Training Effectiveness: Measure the impact of security awareness training, 
including engagement, completion rates, and reduced phishing risk scores.

• User Behaviour Trends: Analyse user interaction with phishing simulations, 
response times, and reporting habits to identify areas needing additional 
support.

• Incident Distribution: Understand how security incidents are spread across 
your organisation and identify high-risk individuals or departments.

• Industry Comparison: Benchmark your performance against industry 
standards to reveal strengths and areas for improvement.



Our Executive Reports are strategic tools designed to help you enhance 
your cyber security posture, prioritise actions, and efficiently allocate 
resources for a resilient future.

Highlights for Executives:

• Informed Decision-Making: Equip executives with data to make 
strategic decisions on security investments and risk management.

• Risk and Opportunity Identification: Highlight vulnerabilities, high-
risk areas, and improvement opportunities.

• Compliance and Governance: Provide evidence of your security 
efforts to meet regulatory and governance standards.

• Progress Tracking: Monitor security metrics over time to gauge 
improvements and the impact of initiatives.

• Foster Security Culture: Promote a security-first mindset throughout 
your organisation with clear, actionable data.

Executive Reports



Scheduled Reports

Key Components:

• Schedule Name: Easy identification label for the scheduled report.
• Report Name: The specific executive report being sent.
• Frequency: How often the report is dispatched (e.g., One Time, Daily, 

Weekly, Monthly).
• Status: Current status of the report (e.g., Active, Inactive).
• Date Created: When the report was scheduled.
• Last Send Date: Most recent dispatch date and time.
• Next Send Date: Upcoming dispatch date and time.

Available Actions:

• View Report: Check report details.
• Edit: Modify the report settings.
• Duplicate: Create a copy with the same settings.
• Set as Inactive: Deactivate the report delivery.
• Delete: Permanently remove the report.

Automate your executive report deliveries with our Scheduled Reports feature. This tool 
ensures your organisation’s human risk management reports are consistently updated and 
sent to designated email inboxes, keeping executives informed effortlessly.



Thank you!
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